THE ISSUE

2/3 senior IT executives are concerned about data privacy and information breaches.

There are 50,000 victims of cybercrime every hour.

In 2012, more than 267 million data records were compromised in 2,644 reported incidents - up 117% over the previous year.

Hacking was the number one breach type for the second consecutive year in 2012.

ATTACK

How breaches occur

Hacking (81%)
Malware (69%)
Physical attacks (10%)
Social tactics (7%)
Privilege misuse (5%)

DEFENCE

Most common techniques

Firewalls
Antivirus
Data encryption
Intrusion prevention
Monitoring technologies

THE SKILLS GAP

89% say that having qualified information security staff is a top priority.

92% say staffing issues contribute to heightened risk levels.

In 2012, where insiders were responsible for data breaches, 56% of incidents were accidental - the result of user error and inadequate training.

80% believe it is difficult to find and hire staff that fit all requirements.

Do you know how to identify and fill the skills gaps in your organisation?

READY TO STAY SECURE?

In an industry that’s constantly changing, you need to help your people to stay ahead of the game.

As The Chartered Institute for IT, we’re always up-to-date with the latest trends.

We can develop your employees’ skills so they can make decisions critical to your business.

Contact us on +44 (0) 1793 417755 or visit enterprise.bcs.org and help your team meet the demands of tomorrow.